# **Rubber Ducky**

A rubber ducky is a malicious USB that has capabilities to deliver payloads. A rubber ducky differs from a normal USB in that it is programmed to mimic a keyboard or other human interface device. These devices are explicitly trusted by computers so malicious USBs take advantage of this trust in order to deliver payloads to the target computer. The payloads of a Rubber Ducky USB can be files to be downloaded and executed or a series of commands to be executed by the USB on the victim’s computer.
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